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Resolved, That the Senate Legal Counsel is 

authorized to represent Secretary Thomson 
and Mr. Wineman in the case of Newdow v. 
Eagen, et al. 

f 

AUTHORIZING REPRESENTATION 
BY SENATE LEGAL COUNSEL 

Mr. REID. Mr. President, I ask unan-
imous consent the Senate proceed to S. 
Res. 344. 

The PRESIDING OFFICER. The 
clerk will report the resolution by 
title. 

The legislative clerk read as follows: 
A resolution (S. Res. 344) to authorize rep-

resentation by the Senate Legal Counsel in 
Manshardt v. Federal Judicial Qualifications 
Committee, et al. 

There being no objection, the Senate 
proceeded to consider the resolution. 

Mr. DASCHLE. Mr. President, an un-
successful applicant for U.S. Attorney 
in Los Angeles has commenced a civil 
action in Federal court in California 
against Senator FEINSTEIN, Senator 
BOXER, a prominent Republican busi-
nessman and political leader in Cali-
fornia, and a judicial screening panel 
set up by these defendants, to chal-
lenge the use of this screening panel to 
identify potential nominees for Federal 
District Court judgeships in California. 
Specifically, the plaintiff alleges that 
the use of informal screening panels to 
develop lists of potential judicial nomi-
nees violates the Federal Advisory 
Committee Act, the Government in the 
Sunshine Act, and the separation of 
powers. 

The laws underlying this suite do not 
apply to the Senate, and the Speech or 
Debate Clause bars suits against legis-
lators for the performance of their du-
ties under the Constitution. Thus, 
there is no legal basis for suing Sen-
ators for their role in forming, appoint-
ing, or relying on judicial screening 
panels. 

Further, the use of informal judicial 
selection panels to identify potential 
judicial nominees as a part of the ad-
vice and consent function has a long 
and respected history. Also, the Su-
preme Court’s holding in Public Citizen 
versus U.S. Department of Justice that 
the Federal Advisory Committee Act 
does not apply to the longstanding 
practice of soliciting views on prospec-
tive judicial nominees from an Amer-
ican Bar Association committee pro-
vides ample support for the challenged 
practice. 

This resolution would authorize the 
Senate legal counsel to represent the 
Senators sued in this action to protect 
their role in the advice and consent 
process by which the President and the 
Senate share responsibility for the ap-
pointment of Federal judges under the 
Constitution. 

Mr. REID. Mr. President, I ask unan-
imous consent the resolution and pre-
amble be agreed to, the motion to re-
consider be laid on the table, and that 
any statements in relation thereto be 
printed in the RECORD. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

The resolution (S. Res. 344) was 
agreed to. 

The preamble was agreed to. 
The resolution, with its preamble, 

reads as follows: 
S. RES. 344 

Whereas, Senators Dianne Feinstein and 
Barbara Boxer have been named as defend-
ants in the case of Manshardt v. Federal Judi-
cial Qualifications Committee, et al., Case No. 
02–4484 AHM, now pending in the United 
States District Court for the Central District 
of California; and 

Whereas, pursuant to sections 703(a) and 
704(a)(1) of the Ethics in Government Act of 
1978, 2 U.S.C. §§ 288b(a) and 288c(a)(1), the 
Senate may direct its counsel to represent 
Members of the Senate in civil actions with 
respect to their official responsibilities: 
Now, therefore, be it 

Resolved, That the Senate Legal Counsel is 
authorized to represent Senators Dianne 
Feinstein and Barbara Boxer in the case of 
Manshardt v. Federal Judicial Qualifications 
Committee, et al. 

f 

CYBER SECURITY RESEARCH AND 
DEVELOPMENT ACT 

Mr. REID. Mr. President, I ask unan-
imous consent the Senate now proceed 
to Calendar No. 549, S. 2182. 

The PRESIDING OFFICER. The 
clerk will report the bill by title. 

The legislative clerk read as follows: 
A bill (S. 2182) to authorize funding for the 

computer and network security research and 
development and research fellowship pro-
grams, and for other purposes. 

There being no objection, the Senate 
proceeded to consider the bill. 

CHECKLIST PROVISION—CYBER SECURITY 
RESEARCH AND DEVELOPMENT ACT, HR 3394 
Mr. HOLLINGS. I would like to en-

gage in a brief colloquy with the rank-
ing member of the Science, Tech-
nology, and Space Subcommittee of 
the Commerce Committee, Senator 
ALLEN, regarding the provisions of H.R. 
3394 that provide for the National Insti-
tute of Standards and Technology, 
NIST, to develop checklists for widely 
used software products. 

Mr. ALLEN. The committee, particu-
larly Senators WYDEN and EDWARDS, 
working with NIST and industry, have 
reached agreement on this provision. 
We recognize that there is no ‘‘one- 
size-fits-all’’ configuration for any 
hardware or software systems. We have 
given NIST flexibility in choosing 
which checklists to develop and up-
date. We have not required any Federal 
agency to use the specific settings and 
options recommended by these check-
lists. 

Mr. HOLLINGS. The ranking member 
is correct. Our intent with this provi-
sion is not to develop separate check-
lists for every possible Federal configu-
ration. Rather, the checklists would 
provide agencies with recommenda-
tions that will improve the quality and 
security of the settings and options 
they select. The use of any checklist 
should, of course, be consistent with 
guidance from the Office of Manage-
ment and Budget. 

Mr. ALLEN. I agree with the chair-
man. 

Mr. WYDEN. Mr. President, I would 
like to say a few words about the Sen-
ate’s passage of the Cybersecurity Re-
search and Development Act. 

Americans today live in an increas-
ingly networked world. The spread of 
the Internet creates lots of great new 
opportunities. But there is also a down-
side: security risks. The Internet con-
nects people not just to friends, poten-
tial customers, and useful sources of 
information, but also to would-be 
hackers, viruses, and cybercriminals. 

In July 2001, after I became chairman 
of the Science and Technology Sub-
committee of the Senate Commerce 
Committee, I chose cybersecurity as 
the topic for my first hearing. The 
message from that hearing was that 
cybersecurity risks are mounting. And 
that was before the horrific attacks of 
September 11 hammered home the 
point that there are determined, orga-
nized enemies of this country who wish 
to wreak as much havoc as they can. 
The terrorists are looking for 
vulnerabilities, and they are not tech-
nological simpletons. 

This legislation is essential to the 
Nation’s effort to address cybersecu-
rity threats. It is a necessary com-
plement to both the homeland security 
legislation pending in Congress and to 
the draft cybersecurity strategy re-
leased on September 18 by the adminis-
tration. Because reorganizing the Fed-
eral Government to deal more effec-
tively with security threats is only 
part of the battle. The same goes for 
many of the steps called for in the Ad-
ministration’s cybersecurity strategy. 

In the long run, all Government and 
private sector cybersecurity efforts de-
pend on people—trained experts with 
the knowledge and skills to develop in-
novate solutions and respond cre-
atively and proactively to evolving 
threats. Without a strong core of cy-
bersecurity experts, no amount of good 
intentions and no amount of Govern-
ment reorganizing will be sufficient to 
keep this country one step ahead of 
hackers and cyberterrorists. 

Therefore, this legislation makes a 
strong commitment to support basic 
cybersecurity research, so that the 
country’s pool of top-flight cybersecu-
rity experts can keep pace with the 
evolving risks. Specifically, the bill au-
thorizes $978 million over five years to 
create new cybersecurity research and 
development programs at the National 
Science Foundation, NSF, and the Na-
tional Institute of Standards and Tech-
nology, NIST. The NSF program will 
provide funding for innovative re-
search, multidisciplinary academic 
centers devoted to cybersecurity, and 
new courses and fellowships to educate 
the cybersecurity experts of the future. 
The NIST program likewise will sup-
port cutting-edge cybersecurity re-
search, with a special emphasis on pro-
moting cooperative efforts between 
government, industry, and academia. 

All of these programs will support 
advanced cybersecurity research at a 
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